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ABSTRACT
This paper describes a qualitative study that interrogates the types
of technology-facilitated coercive control faced by survivors of
human trafficking and uncovers potential interventions to aid sur-
vivors’ recovery. Via semi-structured interviews with 21 partici-
pants, including trafficking survivors and professional advocates,
we show how traffickers use technology as a lever for control, en-
gaging in surveillance, blackmail, impersonation, and harassment
as they compel survivors to stay in the trafficking situation. In
recovery, digital footprints keep survivors tethered to their traf-
ficking experience, impacting their digital autonomy, economic
mobility, and feelings of safety. Nevertheless, technology can also
be a valuable tool for survivors’ recovery, connecting them to es-
sential resources and support systems. We discuss the need for
interventions and services that account for the specificity of the
trafficking context to help survivors attain digital safety and auton-
omy, including the potential to adapt existing tech safety services
designed for other contexts to human trafficking.
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1 INTRODUCTION
As technology advances, so does technology-facilitated abuse. Mod-
ern technologies like social media [134], Bluetooth location track-
ers [26, 29], smartphone apps [32, 111], multiplayer online games [46],
and smart home devices [124, 125, 129] are all leveraged to surveil
and harass survivors of digital violence. This technology-facilitated
abuse is widespread [133] and results in harms like privacy viola-
tions [47], impacts to survivors’ mental health [143], reputational
damage [133], and escalating physical or sexual violence [53].

HCI and security & privacy scholars have investigated the digital
safety challenges facing a variety of at-risk groups [12, 144] for
whom tech abuse can be both more likely and more damaging.
Studies have documented harms to survivors of intimate partner
violence (IPV) [47, 48, 82], sex workers [10, 16, 83, 112, 122, 127],
youth [46], activists [54], queer people [50], and refugees [117],
among others. At the same time, technologists have proposed abuse
mitigation strategies including changes to technology design [4,
84] and policy [64, 107] as well as initiatives to directly support
survivors. Perhaps most notable are technology abuse clinics [39, 57,
139, 140] that connect IPV survivors with trained technologists for
personalized, one-on-one support.

In contrast to other at-risk groups, researchers have not yet
paid sufficient attention to survivors’ experiences of technology-
facilitated abuse in human trafficking. Human trafficking is a form
of exploitation in which one person (a trafficker) uses force, fraud,
or coercion to compel another person (a survivor) to perform labor,
including sex work, against their will [101]. Like many forms of
abuse, traffickers often leverage non-violent coercion to facilitate
control and exploitation [33, 42, 63]. Traditionally marginalized
groups like Indigenous people [7], undocumented immigrants [108],
and people in poverty [108] are at higher risk of experiencing
trafficking.

Prior work has focused on how traffickers use technology to re-
cruit and to facilitate forced labor and, separately, on technological
methods to combat trafficking. Research has shown that traffickers
commonly recruit potential victims through social media/dating
platforms [3, 7, 35, 46, 75] or through fraudulent job postings [3, 35];
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then, they use technology to communicate with people who pur-
chase forced labor [7, 135], post advertisements [3, 135], and ex-
change money [35, 95, 96]. Aware of these behaviors, researchers
have attempted to design algorithms that identify survivors of hu-
man trafficking [75, 96, 102, 132] by analyzing online artifacts such
as advertisements for sex work [102]—methods that are ethically
questionable [22, 96] and known to harm non-trafficked sex work-
ers [2, 44, 62].

Those lines of work do not center trafficking survivors’ digital
safety concerns. To our knowledge, only two papers do. Chen et
al. [33] examined security and privacy in service providers’ interac-
tions with survivors, finding that providers try to make technology-
related choices that protect survivors from revictimization and
other harms. However, their work did not aim to understand sur-
vivors’ experiences with technology-facilitated coercive control.
Thorn [136] surveyed 260 survivors of domestic minor sex traf-
ficking, gathering descriptive statistics about survivors’ access to
technology and how often their technology usage was monitored.
Their research raises new questions for investigation, e.g., about
the methods traffickers use to enact this monitoring.

Our study expands this literature by contributing an in-depth
investigation into how trafficking survivors experience technology-
facilitated coercive control and the impact of technology on sur-
vivors’ attempts to attain digital safety and autonomy. With this
knowledge, we then begin to explore whether support services
from other abuse contexts—for example, technology abuse clinics
designed for survivors of IPV—might also benefit trafficking sur-
vivors. Specifically, we conducted a qualitative study consisting of
21 interviews with trafficking survivors and professional advocates
that investigates:

RQ1: What types of technology-facilitated abuse do trafficking
survivors face? How do they resist it?

RQ2: How does technology impact trafficking survivors’ attempts
to attain lasting safety and security?

RQ3: Which interventions might help trafficking survivors?

Towards answering RQ1 (Section 4), we detail the ways that traf-
fickers use technology to surveil, threaten, impersonate, and harass
survivors, gaining access to devices and accounts through coercion
and physical proximity. For example, while prior work showed that
survivors report being surveilled [33, 136], we specifically iden-
tify that traffickers use location trackers, dual-use apps, workplace
surveillance devices, and even simple phone calls to overtly and
covertly monitor survivors. At the same time, technology is a valu-
able tool for survivors to access services and get support—but doing
so under technology-enabled coercion can be risky. Survivors evade
surveillance by avoiding compromised communication methods
and ditching unsecured devices, hampering their ability to use tech-
nology to seek help. We show that the root of this problem is the
challenge of pinpointing how, exactly, a trafficker is surveilling,
which we identify as a key area for intervention.

For RQ2 (Section 5), we show that although becoming unreach-
able to the trafficker is a top concern for survivors, they face chal-
lenges severing digital connections, hindering their real and per-
ceived safety. Other digital footprints also persist; in addition to
social media triggers identified by Chen et al. [33], we detail how
lingering explicit or incriminating content greatly harms survivors’

wellbeing. To attain digital autonomy, survivors often fight to re-
move harmful content, while others take steps to reclaim their
online identity. In addition, we are the first to identify how linger-
ing concerns around reachability can hamper survivors’ economic
mobility, especially since technology is often required to apply for
and perform jobs.

Finally, for RQ3 (Section 6), we show a clear need for services
that help survivors combat technology-facilitated coercive con-
trol by identifying and removing sources of surveillance, allowing
survivors to access services. Going further, we identify specific
guidelines for designing these services: for instance, a need to ac-
count for the unique severity of trafficking. In parallel, we argue
that survivors need services that help them build digital autonomy
in recovery, including trauma-informed technology literacy courses
and tools to remove image-based sexual abuse material.

We close by situating our findings within the broader literature
on technology-facilitated abuse. We discuss how many of the coer-
cive control tactics we see in human trafficking share similarities
with technology-facilitated abuse in other contexts, especially IPV.
This suggests that existing interventions, including technology
abuse clinics, may be an appropriate avenue for helping traffick-
ing survivors. At the same time, we identify unique aspects of
technology-facilitated abuse in trafficking contexts, such as traffick-
ers’ strategies to implicate survivors in criminal activities instead of
themselves. Interventions must account for these nuances. Finally,
we call on technologists to join efforts to advocate for improved
laws, policies, and platform changes, including the ability to remove
harmful online content, that would benefit survivors of many kinds
of online abuse.

2 BACKGROUND AND RELATEDWORK
Here, we first provide background on human trafficking (§ 2.1),
positioning sex trafficking in the context of sex work (§ 2.2). We
then review related work on technology’s role in human trafficking
(§ 2.3) and technology safety for survivors of digital violence (§ 2.4).

2.1 Human Trafficking
Human trafficking is broadly defined as “the use of force, fraud,
or coercion to compel a person into commercial sex acts or la-
bor against their will” [101]. This encompasses many types of ex-
ploitative labor across dozens of industries, including personal or
commercial sexual services, domestic work, health and beauty ser-
vices, massage parlors, and even carnivals [99]. Because of its wide
scope, trafficking is frequently classified into two subcategories: sex
trafficking and labor trafficking. However, experts and sex work-
ers point out that since commercial sex work is a form of labor,
these categories are not mutually exclusive and often difficult to
distinguish [98, 101].

Moreover, experts emphasize that while trafficking may involve
physical force, many traffickers exclusively use non-violent coer-
cion to recruit and retain survivors [33, 42, 63]. Traffickers fre-
quently employ psychological and economic manipulation tactics,
promising something a survivor needs—e.g., a job, food, a place
to stay, stability, drugs, or love & acceptance—that is difficult to
pass up and, if legitimate, difficult to part with. Traffickers may also
displace survivors from their support system or culture, or retain
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survivors’ ID cards, immigration documents, or other possessions,
convincing survivors that they can only rely on traffickers to sur-
vive [71]. In many instances, the trafficker might be a parent or
guardian [106] or the survivors may view the trafficker as a roman-
tic or intimate partner [14]. Whether a romantic relationship or
not, close physical and social proximity grants traffickers access to
personally identifiable information and socially engineered attacks
like impersonation and identity theft [33]. These relational dynam-
ics and coercive tactics can give traffickers “strong psychological
power” [33, p. 10] over survivors, in addition to creating logistical
challenges for a survivor trying to exit a trafficking situation.

It is important to note that the definitions of human traffick-
ing and survivor status are not always clear-cut. This is in part
because survivors may cyclically exit and re-enter the trafficking
“life,” with potentially more than one trafficker. Thus, there may not
be a definitive temporal “end” of their experience or clear notion
of when a survivor is “out” of trafficking. Survivors may also not
recognize the relationship as exploitative, particularly when the
trafficker is a family member or intimate partner—a view that may
or may not evolve with time [14]. In some cases, traffickers also
coerce survivors into activities that constitute trafficking of other
survivors, causing self-identified survivors to be labeled as traffick-
ers. Henderson et al. termed this the “victim-offender” overlap [59].

In the United States, certain groups are more vulnerable to being
trafficked, including people of color and Indigenous people, people
in poverty, undocumented immigrants, and people with a history
of trauma [108]. Traffickers frequently leverage these identities to
manipulate or control survivors, e.g., by threatening to report an
undocumented survivor to immigration authorities [101]. Bailey
and Shayan argued that the high rate of sex trafficking among
Indigenous women and girls1 is, in part, a product of “the intergen-
erational impacts of colonialism” [7, p. 130] including poverty, high
rates of violence, isolation, misogyny, and racism.

2.2 Sex Trafficking and Sex Work
Although this study looks at all kinds of human trafficking, we
must specifically position sex trafficking within the broader con-
text of sex work. Sex work exists on a spectrum, ranging from
survivors of trafficking to consensual sex workers who have full
autonomy [16]. Some consensual sex workers are also survivors of
sex trafficking [49].

Unfortunately, it is common among anti-trafficking efforts to
treat all sex work as trafficked sex work [13, 44, 62, 67, 70, 77, 87, 92].
Bandyopadhyay et al. argue, “The most persistent of all trafficking
myths asserts that the destination of all trafficking is prostitution, all
prostitutes are women, and as no woman can deliberately choose to
be a prostitute, all of them are trafficked” [8, p. 104]. Anti-trafficking
advocates sometimes justify the “rescue” of consensual sex work-
ers under the guise that they simply don’t realize they are being
trafficked [13, 44, 49, 67].

The conflation of sex work and sex trafficking obscures the true
prevalence of sex trafficking. Many reports on human trafficking
overestimate prevalence by including consensual sex work in their
measurements, while others are “based largely on supposition and

1This is one part of the crisis known as MMIWG (Missing and Murdered Indigenous
Women and Girls).

estimates” [13, p. 316]. In most countries, sex work is criminalized,
making it more difficult to accurately measure sex trafficking apart
from sex work [93]. Inflated statistics lead to increased policing of
sex workers and, as a result, still more sex workers being mislabled
as trafficking survivors [67, 87].

Worse, treating all sex work as sex trafficking directly harms
sex workers. Efforts to identify trafficking survivors often mis-
label consensual sex workers [62], reducing sex worker wellbe-
ing [2, 98] and leading to increased violence, deportation, and ar-
rest [44, 62]. The introduction of FOSTA/SESTA [97]—U.S. legis-
lation that holds online platforms liable for hosting content that
aids trafficking—has deplatformed sex workers and compromised
their access to resources they rely on to find work and maintain
their safety [10, 18, 20, 31, 62, 89]. Although FOSTA/SESTA is U.S.
law, it has impacted sex workers globally [10, 137]. And on top of
harming sex workers, legislation targeting platforms does not solve
trafficking, either: Thakor and boyd wonder, “if the average person
can now get Craigslist and say ‘No one’s being sold on Craigslist
therefore no one’s being sold,’ did we, in fact, do a disservice to
working on this issue?” [130, p. 278].

With this context in mind, we remind the reader that this study
is focused on human trafficking, not consensual sex work. Sex
workers do face technology-faciliated attacks, but their primary
adversaries are their clients, their audience, and the state (expanded
upon in § 2.4). In contrast, this study is concerned with the threats
that survivors of sex and labor trafficking face from traffickers—a
very different, highly-motivated adversary known to use strong
coercive tactics.

2.3 Technology and Human Trafficking
As social, economic, and labor infrastructures are increasingly digi-
tized, so is human trafficking.
Recruitment and exploitation. One major area of work exam-
ines traffickers’ use of technology for recruitment and exploita-
tion. Research has shown that recruitment increasingly occurs
online [100]: traffickers post fraudulent job ads [3, 35, 114] or
reach out to potential victims through social media and dating
platforms [3, 7, 35, 46, 75, 76, 136]. That said, Gezinski and Gonzalez-
Pons [51] point out that empirical evidence measuring online re-
cruiting is limited, making it hard to accurately assess prevalence.

Traffickers also use technology as means of commercial ex-
ploitation, to advertise forced labor [3, 76, 135, 136], communi-
cate with buyers [7, 76, 135, 136], and facilitate monetary transac-
tions [35, 95, 96]. Thorn found that when survivors are younger, it
is more likely that the trafficker is communicating with buyers on
their behalf [136]. “Remote interactive sexual acts” [99, p. 58] over
video calls, messages, or social media are some of the most common
forms of sex work, trafficked or not [35, 56, 95, 99]. In labor traffick-
ing, survivors may also be forced to use technologies to engage in
identity theft, data fraud, and online scams [94, 96]. Meanwhile, as
traffickers use technology to facilitate their exploitation, they also
leverage sophisticated technology to anonymize themselves [115].
Disrupting trafficking. Technology-based efforts to disrupt traf-
ficking have also received significant attention. Knowing the ways
traffickers use technology, prior work developed data analytics



CHI ’25, April 26-May 1, 2025, Yokohama, Japan Sophie Stephenson, Lana Ramjit, Thomas Ristenpart, and Nicola Dell

tools that attempt to algorithmically identify and investigate traf-
ficking [28, 74, 96, 102, 132, 136]. For example, these tools involve
analyzing sex work advertisements and online interactions for signs
of exploitation [74, 102, 136], attempting to identify survivors based
on images created during trafficking [96], and using blockchain
to make supply chains more transparent [28]. In a more survivor-
engaged approach, Thinyane and Bhat [132] built an app called
Apprise that facilitates screening interviews with migrant work-
ers, enabling frontline service providers to better communicate
with the workers and identify if they may be experiencing traf-
ficking. Technology has also been used to educate the public
about trafficking [1, 86, 94] and to help at-risk populations like
migrant workers crowdsource information about exploitative orga-
nizations [3, 30, 94, 96].

Although this line of work has received much attention, some
technological “solutions” to trafficking have been criticized as inac-
curate [41, 65], privacy-violating [40], and generally unethical [17,
22, 96]. For example, as previously discussed, technology-assisted
methods to identify survivors of trafficking often mislabel and
cause harm to consensual sex workers [62]. Automated identifica-
tion methods also fuel moral panics, such as the myth that large
sporting events such as the Super Bowl are a hub for trafficking [80].
As an alternative strategy, Gezinski and Gonzalez-Pons recommend
tackling structural risk factors rather than the online platforms
traffickers sometimes use [51].
Technology-facilitated control. Although the prior work in this
area is rich, little research has investigated survivors’ experiences
with technology, both within the trafficking situation and as a tool
to aid recovery. A 2023 Forbes article reported that a popular family
tracking app, Life360, is often cited in federal investigations as a
tool used to control survivors of sex trafficking [24]. Bouché and
Shady [21] showed how traffickers carefully monitor and control
survivors’ access to their technological devices, focusing on how
traffickers decide the level of access to grant different survivors.
A 2019 report by the UN identifies the potential for technology
to “help traffickers control and coerce victims” [66, p. 2], citing
possible examples such as “smart” devices that monitor exploited
domestic workers, or explicit digital images that traffickers use to
blackmail and control survivors of sex trafficking, but does not de-
scribe the extent or nature of their use in practice. Harassment, too,
could occur over technology, since technology already facilitates
communication between survivors and traffickers [114].

Two works from Chen et al. [33] and Thorn [136] are most
related to our study. Chen et al. [33] interviewed victim service
providers to understand the role of technology in their interac-
tions with trafficking survivors. They found that support workers
regularly grapple with technology-facilitated monitoring of their
clients, indicating that more work is needed to understand the
monitoring that survivors face during trafficking. Thorn, in 2018,
surveyed 260 survivors of domestic minor sex trafficking to inform
technology-related interventions [136]. They found that while most
respondents had access to their own cell phone during their traf-
ficking experience, over half said their trafficker had purchased
the device, and half of the respondents reported that their use of
technology was monitored. Based on their findings, they argue “it

is important to continuously review how technology is used by
traffickers, victims, and buyers” [136, p. 10].

These works indicate that traffickers use technology as a tool
for monitoring and control. However, their findings do not tell the
whole story. Chen et al. [33] focused on victim service providers’
strategies, not survivors’ experiences of technology-facilitated co-
ercive control. Thorn [136] did focus on technological control, but
they only include one subset of trafficking survivors (youth who
faced sex trafficking) and their findings introduce more questions
(e.g., what methods do traffickers use to “listen on their calls” [136,
p. 35]?). Thus, to this literature, we contribute a qualitative study
that investigates how trafficking survivors experience technology-
facilitated coercive control, the impact of technology on survivors’
attempts to attain digital safety and security, and the design of
potential interventions to aid survivors’ recovery.

2.4 Techology Safety for Survivors of Digital
Violence

Outside of trafficking contexts, a growing body of work examines
technology-facilitated abuse with survivors of digital violence [12,
144]. Perhaps most closely related, researchers have investigated
technology-facilitated abuse in intimate partner violence (IPV).
Cuomo et al. [38] used the term to “technology-enabled coercive
control” to highlight the role technology plays in coercive dynamics
in IPV. Freed et al. [47] and Matthews et al. [82] investigated how
abusers use technology in IPV, including how domestic abusers
frequently re-purpose legitimate apps like family tracking apps
for abusive purposes. Tseng et al. [138] uncovered the tools and
tactics abusers use for intimate partner surveillance, while Bellini
et al. [11] showed how abusers justify this surveillance in online
forums. Ceccio et al. [29] and Stephenson et al. [124, 125] explored
how smart technologies are used as tools of control in domestic
violence, while Henry et al. [60] and Eaton et al. [43] positioned
image-based sexual abuse as a tool of coercive control in IPV.

Trafficking and IPV share some similarities; as noted above,
many traffickers may be an intimate partner, spouse, or family
member of the survivor [14]. However, no prior work has explicitly
investigated (i) the extent to which technology-facilitated abuse in
trafficking contexts may parallel IPV contexts or (ii) technology-
enabled coercive tactics that may be unique to human trafficking.

Similarly, sex trafficking survivors may share digital safety con-
cerns with consensual sex workers. In contrast to trafficking sur-
vivors, who face abuse by a trafficker, the primary adversaries for
consensual sex workers are clients/audience members and the state.
Prior work has found that sex workers, especially those with an
online presence [56], face digital threats including stalking [27, 56],
rampant harassment [27, 68, 122], and mass surveillance from plat-
forms and law enforcement [87, 118]. Sex workers’ content may
be stolen [10, 68, 122] and information about them shared pub-
licly [27, 68]. More broadly, sex workers are systematically deplat-
formed and discriminated against online, even on non-sex-work
related accounts [6, 16, 19, 83, 123, 128], resulting in a loss of com-
munity and support [5], financial instability [122, 123], feelings of
powerlessness [5], and a loss of digital tools that support safe work
conditions [18, 20, 31]. It is likely that sex trafficking survivors face
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Table 1: Participating Advocates and Survivors – Summary of the 21 advocates and survivors we interviewed. The advocates have varied expertise
in whether they serve survivors of sex trafficking, survivors of non-sexual labor trafficking, youth survivors, and survivors during the trafficking situation.
Participants with IDs SA# or S# have lived experience of trafficking. Table 2 gives more information about the organizations participants worked for.

Advocacy Expertise

ID Org. Current Role Years Exp. Sex trf. Labor trf. Youth During
A1 Org3 Case management 1 ♦ ♦ ♦ ♦
A2 Org13 Legal advocacy 18 ♦ ♦
A3 Org5 Legal advocacy 10 ♦
A4 Org13 Legal advocacy 3 ♦ ♦
A5 Org10 Legal advocacy 1 ♦ ♦
A6 Org10 Mental health; Case management 8 ♦ ♦
A7 Org8 Mental health 2 ♦ ♦ ♦
A8 Org9 Outreach 2 ♦ ♦ ♦
A9 Org12 Program leadership; Law enforcement 19 ♦ ♦ ♦
A10 Org11 Program leadership 14 ♦ ♦
A11 Org2 Program leadership 11 ♦ ♦
A12 Org5 Program leadership 10 ♦ ♦ ♦ ♦
A13 Org7 Program leadership 7 ♦ ♦ ♦
A14 Org6 Program leadership 5 ♦ ♦ ♦
A15 Org14 Sustaining progress 10 ♦ ♦ ♦
A16 Org3 Sustaining progress 4 ♦ ♦

SA1 Org6 Case management 9 ♦ ♦
SA2 Org4 Case management; Sustaining progress 3 ♦ ♦
SA3 Org1 Shelter coordination 4 ♦ ♦ ♦

S1 − Survivor − − − − −
S2 − Survivor − − − − −

some or all of these challenges, too, in addition to any technology
abuse by the trafficker.

Prior research has also examined how survivors of violence
seek help for technology concerns [55, 88], particularly in IPV. For
example, Zou et al. [145] investigated customer support services’ in-
teractions with IPV survivors, while Freed et al. [48] and Slupska et
al. [120] explored digital safety practices of gender-based violence
advocates. A cluster of papers has studied the creation and deploy-
ment of computer security clinics for IPV survivors [39, 57, 139, 140].
In these models, professional IPV advocates are able to refer sur-
vivors they work with to a technology abuse clinic where technol-
ogists trained in the dynamics of IPV help the survivor navigate
their digital privacy and security concerns.

However, to date, these technology abuse clinics have only served
survivors of IPV. There is a need to explore if and how these models
may be expanded to help survivors of technology-facilitated abuse
in other contexts, including human trafficking. Doing so safely, and
in ways that respect the nuances and complexities of trafficking con-
texts, will first require a deep understanding of trafficking survivors’
experiences with technology that our paper aims to provide.

3 METHODS
We contribute a qualitative study consisting of semi-structured
interviews with trafficking survivors and advocates who support
them. Trafficking survivors can draw from their lived experience,

sharing the types of tech abuse they faced, their strategies for stay-
ing safe, and the types of services that might have been useful
in their situation. At the same time, advocates have a unique per-
spective, not only understanding the experiences of survivors they
serve, but also the strategies and services used by their clients.

3.1 Interview Procedures

Recruitment. We advertised the study via email to staff at advo-
cacy organizations that serve trafficking survivors. The recruitment
email explained that we were interested in studying the role of tech-
nology in human trafficking, with the goal of informing the design
of new services for survivors. We specified that we were seeking to
interview (1) people who provided support to survivors of sex and
labor trafficking, and (2) people with lived experience of trafficking
who were in a safe situation and who had any kind of technology-
related concerns during their experience. We also used snowball
sampling, reaching out to organizations and specific people whom
the advocates suggested. All participants were offered a US $25 gift
card for their time.
Participants. In total, we interviewed 21 participants (Table 1):
16 advocates (A1–A16), 3 survivor-advocates with lived experience
of trafficking (SA1–SA3), and 2 survivors (S1 & S2). Our advocate
participants came from three U.S. states (primarily New York and
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Table 2: Organizations – The advocates we interviewed come from 14 organizations. Most organizations are victim service providers serving trafficking
survivors and survivors of other types of gender-based violence. A few advocates come from broader anti-trafficking organizations, legal aid providers, and a
youth independent living program.

Stated Focus Areas

Org ID U.S. State Type Trafficking IPV SV GBV Youth
Org1 WI Victim service provider ♦ ♦ ♦ ♦
Org2 NY Victim service provider ♦ ♦ ♦
Org3 NY Victim service provider ♦
Org4 WA Victim service provider ♦
Org5 NY Victim service provider ♦ ♦ ♦
Org6 WI Victim service provider ♦ ♦
Org7 WI Victim service provider ♦ ♦
Org8 WI Victim service provider ♦ ♦
Org9 WI Victim service provider ♦ ♦
Org10 WI Victim service provider ♦
Org11 WI Victim service provider ♦
Org12 National Broad anti-trafficking organization ♦ ♦ ♦
Org13 NY Legal aid ♦ ♦ ♦
Org14 WI Youth independent living program ♦

♦ = Specifically serves sex trafficking survivors, not labor trafficking.
IPV = Intimate partner violence; SV = Sexual violence; GBV = Gender-based violence

Wisconsin) and one national U.S. organization.2 They have a com-
bined 141 years of experience in the field, and include program
leaders, case managers, outreach specialists, shelter coordinators,
legal advocates, mental health professionals, and people helping
survivors sustain progress (e.g., job placement specialists). All ad-
vocates have served survivors of sex trafficking and 12 have also
served survivors of non-sexual labor trafficking. Five advocates
have served youth survivors. Of the advocates, 12 have helped sur-
vivors who were still being trafficked, while 7 have only served
survivors who have attained some distance from the situation.

In addition to three advocates who self-identified as survivors, we
interviewed two more survivors of trafficking, S1 and S2. To protect
these participants’ privacy, we avoided collecting any information
about the survivors beyond the interview data. The survivors did
not explicitly label the type of trafficking they faced and thus we
do not classify their experiences here.
Organizations included. The advocates come from 14 organiza-
tions (Table 2), mostly victim service providers (VSPs) for survivors
of trafficking, IPV, sexual violence, or gender-based violence. Aside
from VSPs, advocates worked for a broad anti-trafficking organi-
zation, a legal aid service, and an independent living program for
at-risk youth.

We specifically did not exclude advocates from organizations
adversarial to sex work. Thus, we must note that 2 of the 14 orga-
nizations (accounting for 3 of the 19 advocates interviewed) em-
ploy practices known to be harmful to sex workers. The stated
goal of Org6 is to address both sex trafficking and local prosti-
tution, while Org12 employs automated methods to support law

2We did not specifically exclude participants or organizations outside the U.S., but
none turned up during snowball sampling.

enforcement in identifying trafficking, a practice known to harm
sex workers [2, 44, 62, 98].

Although we do not condone these organizations’ practices, we
believe it important to understand the perspectives of their advo-
cates to answer our research questions and, in turn, improve on
the status quo. For one, these services do work with trafficking sur-
vivors, so excluding sex-work-adversarial organizations would risk
a skewed representation of how tech abuse arises and is addressed
in trafficking—in the worst case, erasing the experiences of the
survivors who receive services from these organizations. Further-
more, is clear that any technology service for trafficking survivors
will need to, at least in the near term, operate in an ecosystem that
includes organizations adversarial to sex work. Engaging with advo-
cates from these organizations can help us understand how to avoid
practices harmful to consensual sex workers. Finally, we note that
while we disagree with their organizations’ practices, we appreciate
how the staff and clients of these organizations offered their time
and energy (and, in the case of SA1, risk of re-traumatization) to
share their insights based on their lived experiences.

To avoid causing any harm by including these organizations, we
took care to engage critically with their contributions. We also do
not report on any discussion of harmful practices that had no direct
bearing on our research questions; these types of harmful practices
are already well-documented in prior work [2, 44, 62, 98].
Procedures. All interviews were held over Zoom and conducted
by the first author between July and September 2024. At the start
of each interview, the interviewer read an oral consent script to the
participant and asked for their verbal consent to participate. They
also asked for the participant’s consent to record the interview; all
participants agreed.
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Interviews with advocates began with introductory questions
about their current role and experience providing services to traf-
ficking survivors. Then, the interviewer asked about the roles of
technology in trafficking and the experiences and concerns their
clients have raised about technology. Finally, the interviewer asked
how advocates and their clients manage technology concerns and
what interventions or services might help.

Interviews with survivors followed a similar structure. The inter-
viewer began with an introduction and establishing rapport with
the survivor. Then, they asked the survivor to describe their ex-
perience and any technology-related experiences or concerns that
were involved. They inquired about the survivor’s biggest safety
priorities and concerns—technological and otherwise—during their
experience, and how they found support for those concerns (if they
did). Finally, the interviewer asked about the survivor’s perception
and use of technology today. For survivor-advocate interviews, we
used a hybrid of the two procedures, focusing primarily on the
survivor-advocate’s lived experience. The procedures are provided
in the Appendix.

3.2 Qualitative Data Analysis
We analyzed the interview data following Kuckartz’s three-stage
process for qualitative data analysis [72]. Our process involved (i)
structural coding of high-level categories, (ii) inductive generation
of subcodeswithin these categories, and (iii) identification of themes
within and across categories.
Data preparation. Immediately following each interview, we
generated a transcript using NoScribe, an open-source, locally-
run tool [69]. The first author cleaned each transcript by listening
to the recording, correcting errors, and redacting any potentially
identifying or unique information (including names, organizations,
locations, and dates). With a transcript ready, we destroyed the
audio recording.
High-level structural coding. To begin analysis, the first author
generated a set of structural codes based on our research questions
and interview procedures. These fell into two broad groups: cate-
gories about how technology is involved in human trafficking (RQ1
and RQ2) and categories related to current or proposed interven-
tions (RQ3). After the authors met to discuss and approve these
structural codes, the first author applied the structural codes to all
interview transcripts.
Thematic analysis. The first and second authors (the coders)
then used Braun & Clarke’s thematic analysis [23] to generate
themes from the data. We used collaborative qualitative analysis
(CQA) [109] to ensure consistency by reaching agreement through-
out the coding process.

To begin, the coders selected an initial set of three interviews and
analyzed the interviews separately, creating individual codebooks.
The coders met to discuss, create a shared codebook, and re-code
the interviews using the shared codebook. Next, each coder sepa-
rately applied the codebook to four more interviews. We met again
to discuss any differences, update the codebook if needed (although
we did not need to add any new codes), and reconcile our codes for
the four transcripts. Finally, the coders evenly divided the remain-
ing 14 interviews for analysis. For each interview, one person was

the primary coder, who applied the codebook; the other was a sec-
ondary coder, who reviewed the coding and raised disagreements
or concerns if applicable. The final codebooks are provided as an
Appendix. Finally, having become intimately familiar with the data,
the coders clustered related codes into seven overarching themes
that represent our data. The resulting themes from this process are
shown in Table 3.
Positionality. The authors’ backgrounds and experiences im-
pact our research, including our interpretation of the qualitative
data [9, 15]. The authors are technologists and researchers with ex-
tensive experience working with survivors of technology-facilitated
interpersonal abuse and gender-based violence. However, the au-
thors have less experience in the human trafficking space; therefore,
we sought advice and input from trafficking experts and profes-
sional advocates when crafting study procedures and before deploy-
ing them. Additionally, all authors believe that sex work is work
and assert that not all sex work is trafficked.

During analysis, the coders reflexively incorporated their profes-
sional experiences working with survivors of abuse and drew on
critical frameworks rooted in trauma-informed, survivor-centered,
and anti-oppressive ethics. This includes acknowledging the physi-
cal, emotional, and behavioral impacts of trauma [142], recognizing
survivors as experts of their own experiences [34], and understand-
ing that human trafficking is intertwined with colonial and patri-
archal histories (especially slavery) that are inseparable from sur-
vivors’ intersectional social and political identities [36, 37, 73, 131].

3.3 Ethical Considerations
In this IRB-approved study, we took steps to protect participants’
privacy. The only identifying information we kept about partici-
pants was their email address, to provide compensation and share
the results of the work with participants; emails and the associated
participant IDs were stored separate from study data. All transcripts
were scrubbed of potentially identifying or unique information be-
fore storage. In addition, this paper was thoroughly reviewed to
ensure that the quotes and anecdotes we share are sufficiently gen-
eral and that we do not share confidential safety tactics used by
survivors or consensual sex workers.

To support participants’ wellbeing, we assured them that they
could pause or stop the interview or the recording at any time, with
no impact to their compensation. The interviewer has experience
interviewing and interacting with survivors of gender-based vio-
lence, and conducted survivor interviews with care and compassion.
The questions were scoped to focus on research-relevant topics.
Before starting interviews, we shared our protocols with a traffick-
ing advocate to ensure clarity and avoid triggering or controversial
language. The researchers maintained a list of support services and
resources in case a survivor became distressed or upset.

Finally, we acknowledge that working in this space can take
a toll on researchers. The graphic nature of some interviews was
difficult at times during interviewing and coding. The research team
is trained in trauma-informed care, which includes practices for self
care to mitigate vicarious trauma, and we took steps to protect our
wellbeing when needed. For example, we redacted graphic portions
of the interviews, took breaks from the work as needed, and sought
support from each other when challenges arose.
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Table 3: Summary of Findings – An outline of our three findings sections and themes captured within them.

Section Theme

§ 4 Technology as a Means of
Control and Tool for Resistance

§ 4.1 Traffickers use technology to surveil, blackmail, threaten, impersonate,
and harass survivors.

§ 4.2 Survivors creatively evade cybersurveillance and use technology to
connect with support services, albeit with some risks.

§ 5 Navigating Longer-Term
Recovery

§ 5.1 Traffickers try to find and contact survivors, threatening their safety
and their peace of mind.

§ 5.2 Digital records, such as archived images and articles, have long-lasting
impacts on survivor’s ability to heal and thrive.

§ 5.3 Those safety concerns (§ 5.1) and digital records (§ 5.2) create chal-
lenges for survivors’ economic mobility.

§ 6 Imagining Technology-Related
Interventions

§ 6.1 Participants, with some caveats, would value context-sensitive services
addressing threat mitigation and technology literacy.

§ 6.2 Survivors would also benefit from structural support, such as policy
changes on technology platforms and broader cultural shifts.

4 TECHNOLOGY AS A MEANS OF CONTROL
AND TOOL FOR RESISTANCE

We organize our findings into three parts (Table 3) that correspond
to our three research questions. In this section, focused on RQ1,
we discuss the types of technology-facilitated coercive control that
came up in our interviews, as well as how survivors use technology
as a means of resistance and help-seeking during the trafficking
experience. Section 5, focused on RQ2, then analyzes the role of
technology in survivors’ longer-term recovery as they work to
attain lasting digital safety and security. Finally, Section 6, focused
on RQ3, explores potential interventions and support services that
might help trafficking survivors.
Note to readers. The following three sections contain accounts of
trafficking and abuse that may be difficult to read. Specifically, this
section mentions sexual violence, threats of violence, (redacted)
obscenity, and degrading language.

4.1 Technology-Enabled Coercive Control in
Human Trafficking

Traffickers use technology to convince survivors that they cannot
escape undetected, that they would face dire consequences if they
attempted to do so, and that they would have nowhere to go should
they succeed. We provide a detailed account of these tactics.
Surveillance. One of the most common coercive tactics used by
traffickers is technology-enabled surveillance, in which traffickers
monitor survivors’ behaviors, electronic communications, or loca-
tion. Location tracking in particular is “the biggest thing that affects
our folks” (A6), and multiple participants reported that traffickers
frequently utilize dual-use technologies [32]: mainstream technolo-
gies with legitimate purposes that are repurposed for abuse, such
as GPS trackers, social media, apps like Apple FindMy, and AirTags.
Workplace surveillance through digital or “smart” cameras creates

a feeling that “the boss [trafficker] could always potentially be watch-
ing” (A4), particularly in labor trafficking scenarios such as massage
parlors, domestic servitude, and trafficking done by diplomats [58].
Outside of workplace surveillance, traffickers use basic technology,
such as phone calls, to create surveillance tethers. A13 recalls meet-
ing with survivors who were apparently alone but who “look like
they’re on the phone with someone during our conversations.”

In contrast to prior work on intimate partner violence [29], we
find that surveillance is often overt: traffickers explicitly inform
survivors of real or alleged monitoring as a tool for manipulation,
or use physical access to coerce survivors into handing over their
devices or accounts, simply demanding “Give me your phone, I’ll
go through it” (SA1). Nonetheless, survivors often maintain access
or seeming ownership of their devices, which may lead to a false
sense of security. They may think “I’m not being trafficked. I have
my phone, I have everything” (A10)—but all along, “the trafficker’s
monitoring their usage” (A14). Especially when the trafficker is an
intimate partner, this access may be freely given, viewed as “initially
being okay” (A10), since digital sharing is common in intimate
relationships [81]. However, seemingly “caring” actions from an
intimate partner or employer, like being given a credit card, belie
the fact that the trafficker “can check, any time, anymovement of that
credit card” (A8). Survivors navigating cultural differences, being
less familiar with U.S. technical infrastructure, were particularly
vulnerable to these tactics.
Blackmail and threats. The second most frequently cited form
of technology-enabled coercion during trafficking was the use of
blackmail and threats. For example, access to devices is withheld
as “a source of punishment” or granted as a reward “if you provide
a sexual favor, if you behave or follow rules” (A10). Non-citizen sur-
vivors, whose traffickers frequently hold their identity documents,
are especially vulnerable to being cut off from their support systems
because, as A8 explained, if “you don’t have an ID or passport, you
can’t get a phone line.”



Digital Technologies and Human Trafficking CHI ’25, April 26-May 1, 2025, Yokohama, Japan

Technology also enables traffickers to extend their reach into
survivors’ social circles and triangulate family members and loved
ones, even across borders. In labor trafficking, traffickers often ex-
plicitly threaten “the safety and well being of [survivors’] family
members, children, parents...people who they love and their support
system” (A10). For youth who met traffickers over social media,
digital directories and people-search websites allowed traffickers
to look up personal details to underscore threats. Traffickers target-
ing youth online might demand, “Send me a nude picture or else I
will hurt your family,” followed by a message “sharing the family’s
address and family’s phone number” (A13). At the same time, some
traffickers were “wise not to put threats into texts” as an intentional
maneuver around laws that could incriminate them for coercion.

In sex trafficking, threats tended to center on reputational harm
via image-based sexual abuse (IBSA). Like in intimate partner vi-
olence, where IBSA is frequently used as a deliberate tactic to
exert “temporal control” [38] through intimidation, entrapment,
and degradation [38, 43, 60], IBSA was a pattern recurrent in our
interviews. Traffickers procure explicit visual media by covertly
filming consensual acts, eliciting media via threats, or filming sex-
ual assault and rape. Once obtained, traffickers might “threaten to
post them if we talked or if we left” (SA3), sometimes disseminating
them anyway, with or without the survivor’s knowledge. Although
dissemination often occurrs on public platforms, many participants
emphasized that distribution is often targeted to maximize repu-
tational harms, often singling out the survivor’s support system,
such as parents, friends, or even children.
Impersonation. Traffickers use their access and control to sur-
vivor’s devices for incriminating activities, especially when sur-
vivors are being tasked with activities that risked criminal prosecu-
tion (e.g., prostitution, drug trafficking, or money laundering). For
example, SA1 described realizing that a trafficker who had access
to their email had sent messages to potential buyers but “it wasn’t
me sending those messages,” and SA3 recalls a trafficker “had posted
these images, or ads, for me to be able to go out and be an escort.”
As A12 explained, traffickers “set up accounts so that it looks like
the phone line is under the victim’s name” to evade accountability.
Although impersonation also occurs in, e.g., IPV, traffickers’ digital
trails carry the implicit or explicit threat of arrest, incarceration,
and other harms inherent to the penal system.
Harassment. Finally, advocates and survivors alike described
how traffickers used technology to inundate and overwhelm sur-
vivors, leaving them feeling unable to escape or interfering with
their ability to use their phone. A14 recalled traffickers “calling the
phone so many times that it’s unusable because it’s ringing so much,”
sometimes enlisting other traffickers or even other survivors to
engage in harassment: “Even if a survivor is able to block one specific
phone number, there’s still other people that might be reaching out to
them” (A14). Another advocate recalls a youth survivor in a session
who was scrolling through “literally...like hundreds and hundreds of
notifications and unread messages” (A13).

Technology also allows traffickers to harass survivors nearly
constantly. A9 described a trafficker who, when waiting to receive
a monetary transaction, would begin sending unrelenting abusive
messages “within five minutes. Whether or not he was actually out
there, he would just be like, ‘B*tch, where the f*ck is my money?’”

or even texting degrading messages from outside the door as the
survivor was engaging in sex work.

The bombardment and unrelenting nature of harassment can
impact a survivor’s ability to function, creating “a lot of busyness
and chaos in their mind that you become used to and don’t know how
to operate without” (A13). The cumulative effect is “the psycholog-
ical piece that wears people down, all the texts, all the calls, all the
abuse” (A14), keeping survivors who are thinking about separating
themselves from actually doing so.

4.2 Mitigation and Help-Seeking
In the face of this abuse, survivors show incredible resilience, work-
ing with advocates to creatively use technology to evade, counter,
and resist coercive control. We now catalog these strategies and
their potential pitfalls.
Accessing services. Support providers consistently pointed to the
increased flexibility that technology provides to connect survivors
with support systems, including trafficking services and social net-
works. As A12 put it, technology “assists someone in figuring out a
path to leaving that life and leaving the situation—if in doing that
you are not exposing your plan and putting yourself in more harm’s
way.” To take full advantage of this, support providers offer flexible
communication methods such as hotlines, text lines, and even social
media. For example, A7 recalls a youth who had disappeared mid-
service ultimately reconnecting with the advocate via the agency’s
Facebook page, accessed at the public library.

Recognizing the potential dangers of cybersurveillance, advo-
cates “automatically do some technology safety planning” (A6) as
soon as a survivor reaches out, asking about safe communication
methods for email or text messages. Although many advocates feel
unprepared to investigate device safety, others examine devices and
accounts, looking to “see if the iPhones are connected or things like
that. Basic stuff ” (A8). For advocates who seek to help their clients
secure their technology, Google is often the only resource. How-
ever, some advocates have also made use of resources designed for
intimate partner violence. For example, A10 has used the National
Network to EndDomestic Violence’s technology safetywebsite [90],
and A8 has previously referred clients to an IPV tech clinic.
Evading surveillance. Ideally, survivors know which technolo-
gies of theirs are under the trafficker’s control and can rely on
alternatives. For example, SA3 “actually had two phones...for me to
talk to my family or friends without him knowing.” However, in
the absence of safe devices, survivors and advocates work within
surveillance by avoiding raising suspicions. For instance, instead
of removing sources of cyberstalking, “we’ll just be really cautious
about where we’re going” (A13). In potentially compromised com-
munications, survivors and advocates sometimes use safe words or
code phrases (also noted in Chen et al. [33]) to signal, for example,
“there’s someone else in the room with me reading my texts” (A7).

However, evasive tactics can create challenges for accessing
support services, especially when survivors opt to avoid any use
of technology they fear is compromised. Some shelters support
this approach by putting any potentially compromised phone in
Faraday bags so that “even if it’s turned on, it can’t be tracked” (A2).
If survivors feel there is no way to secure the device, they may
“end up ditching that phone completely” (A6). This strategy, while
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effective, comes at the cost of frequent support service interruptions,
as survivors repeatedly replace their contact methods whenever
they suspect compromise. From advocates’ perspectives, “all of a
sudden [the survivor] has a new phone number, and you are calling
the last one, and oh, well, it’s disconnected” (A16). Even if advocates
can provide a clean phone for survivors, their past experiences
may make them too fearful to use it: “There is this part of paranoia
where they’re like, I can’t even talk to you from other people’s phones
because that phone is hacked too” (A8).
Combating isolation. Lastly, technology can be a powerful tool
for connecting survivors with “access to resources, support systems,
accurate information” (A10), even if that wasn’t in the form of
trafficking-specific support services. Especially for survivors who
were not aware that they might be being trafficked and thus did
not explicitly seek trafficking-related support, the Internet provides
unprecedented educational opportunities for recognizing traffick-
ing, “like if you Google what’s going to happen if your boyfriend
takes your phone from you” (A8). By connecting survivors to sup-
port systems, technology also scaffolds collective action. These
community-driven strategies can be “really creative and resilient,”
as A13 shared, citing a group of youths who share reconnaissance
information about a shared trafficker in a group chat: “This person
is not getting away with anything if this group chat has anything to
say about it.”

5 NAVIGATING LONGER-TERM RECOVERY
When survivors are in recovery, technology can still connect them
to the trafficker and the trafficking experience more broadly. These
lingering ties impact survivors’ long-term safety, digital autonomy,
and economic mobility, as we detail.
Note to readers. This section discusses coercion, harassment, and
image-based sexual abuse.

5.1 Cutting Contact
If traffickers are able to find and contact survivors online, they
can weaponize technology-enabled coercive tactics such as those
described in Section 4.1 to reel survivors back in. A1 recalls a sex
trafficking survivor who moved, but remained “in contact with
[the trafficker] through social media or phone calls, text messages.”
Survivors who are in the early stages of recovery, “depending on
where they’re at, are very vulnerable to getting roped back in” (A14).
This can be an especially poignant concern for youth—so much
so that, “the court [will] order a young person to not have access to
technology because it’s so dangerous for their mental health and their
physical safety” (A7). Traffickers’ pursuit can be relentless given
their financial incentive to re-recruit survivors, in contrast to other
abusers such as intimate partners.

Evading traffickers can be non-trivial when technology offers
so many ways to re-connect. Should a survivor want to keep an
existing phone number, blocking the trafficker’s number is inef-
fective when “all they have to do is kick up a new VoIP” (A9). Even
when imprisoned, traffickers are “calling them from jail,” and if
law enforcement intervenes, “then they’ll use somebody else’s ac-
count” (A14).3 Changing phone numbers alone may be inadequate,
3In some prisons, incarcerated people can communicate with people on the outside
using devices preloaded with messaging apps [121].

as survivors can still be found via “an old WhatsApp number or an
old Facebook or something” (A14). Moreover, obtaining new devices
or phone lines may be not be financially feasible for survivors who
“probably can’t afford to get a new one” (A1).

Thus, some survivors feel that the only safe option is to “delete
everything, because it just feels easier” (A7). But total avoidance
is a blunt instrument, one that risks isolating survivors from the
very support systems that are a protective factor from further ex-
ploitation. Survivors create social media accounts to “connect with
friends or family from the past, [but] then the traffickers find them on
social media” (A6). SA2 remembers a survivor who wanted to use
social media to track down their child, also a survivor, but “cannot
make any type of social media account because they’re scared of being
found.” For foreign-born survivors using, e.g., WeChat orWhatsApp
to stay connected to support systems abroad, deletion would be
tantamount to giving up “their main source of communication” (A4).
Moreover, as A14 argues, survivors “shouldn’t have to go completely
off the grid just to find safety and healing.”

Indeed, many participants observed that the inescapable contact
disrupts survivor’s ability to heal, sustaining their trauma, threaten-
ing their peace of mind, and preventing survivors from feeling that
they’ve truly left. As A14 described, “even if they’re not going to en-
gage, just having to see that message from that person is traumatizing
within itself.” A11 echoed this, explaining that when survivors see
any form of digital contact, “they just relive their experience again,
essentially.” A1 likewise described it as “like a chain” that can’t be
cut, explaining that survivors live with the constant fear that “with
the phone, they will know where I am, they will track my email...it
does have an imprint in their daily life.”

5.2 Scrubbing Digital Footprints
Adding to the adversarial threat posed by traffickers, survivors in
recovery must also contend with lingering digital traces of their
trafficking experiences. Chen et al. [33], for example, identified
social connections to other survivors as “environmental triggers”
in digital spaces. While some digital environmental triggers are
indelible, other digital artifacts continue to exist online due to
platforms’ or possessors’ refusals to remove or destroy them.

Most notably, image-based sexual abuse materials (cf. Section 4.1)
haunt survivors indefinitely. SA2 recalls a jarring incident in which
“somebody contacted me and was like, Hey, I just saw you on Pornhub.
And I was like, what do you mean?...Sure as heck I was on Pornhub
multiple times, and I had zero idea.” Should law enforcement retain
IBSA materials as evidence, ensuing requests from survivors to
reclaim and destroy them may go ignored, as SA1 learned: “All these
years later, I still wonder what happened to those pictures. Were they
destroyed? Are they in a cloud somewhere? Are they in a database
with the police department? I still don’t know.” Other examples of
lingering media include digitally archived news stories and online
accounts, such as OnlyFans, Instagram, or Facebook, that remain
under the trafficker’s control, all of which may contain damaging
posts or information.

Survivors who want platforms to take down content related to
their abuse are provided with limited options: ask the platform
directly, force the platform via legal recourse, or use mediation
tools built to remove explicit content. Asking platforms to remove
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content is often painfully fruitless, as platforms profit from traffick-
ing survivors’ continued exploitation by either passively ignoring
or willfully denying requests to take down abusive material. For
example, when SA2 asked PornHub to remove the abusive videos,
PornHub responded that “they won’t because I’m not the person that
posted it. I’m like, but I’m the person in the video and this was not
consensual.” Legal injunctions prove more effective, but, as A2 ar-
gues, gatekeeping takedown requests behind lengthy or confusing
legal processes means that “that’s going to be like 1% [of survivors]
who can actually get that done.”

Mediation tools, lacking both transparency and the teeth of en-
forcement, can “seem scary because, well, how reliable is it? And
because the trust has already been broken down so much from the
trafficker” (A7). Moreover, these tools are extremely limited; TakeIt-
Down [45], the most frequently cited of these tools, only supports
requests for individuals younger than 18. StopNCII.org [126], the
only corollary for adults, has fewer participating platforms and
requires the survivor to possess the media they wish to be taken
down, which is often not the case in trafficking. With such inef-
fectual responses from platforms, survivors sometimes have more
success if they “call on their community” (A7), organizing campaigns
to report abusive content.

However valiant their efforts, survivors are often left with both
unshakeable stigmatization and the betrayal of knocking on so
many closed doors. Of the videos on PornHub, SA2 stated, “I don’t
even know if it’s still on there. I don’t know how long it’ll stay on there.
I have no idea.” The persistence of digital content forces survivors
to continuously brace for potential ramifications, as SA1 voiced,
speaking of the photos held by law enforcement: “I would hate, in 20
years, for my kids see a picture like that.” For youth, whose earliest
digital records are mired in their trafficking experiences, the effects
can be socially catastrophic “if their friend or whatever at school
Googles their name...because there’s so much public evidence” (A7).
While many survivors (like SA2) decouple from their digital record
by changing their names, options that allow survivors to reclaim
their digital autonomy are important for survivors like S1, who
finds empowerment in keeping their identity: “I use my real name
now. I used to use fake names, but no. I decided, no, I’m not going to
be hiding in plain sight. I’m tired of hiding, because in a way, I’m still
giving them power over me. And I can’t do that anymore. They have
no control over me anymore. I don’t want to hide.”

5.3 Economic Mobility: Working to Recovery
Since trafficking is fundamentally tied to labor exploitation, a key
component of recovery is establishing financial security through
non-exploitative labor. However, the lasting effects of trafficking
can impede survivors’ abilities to earn a living. For example, traf-
fickers regularly use their access to survivor’s accounts to cause
financial harm, such as stealing their benefits. As another example,
survivors whose digital presence includes damaging information
related to their abuse may suffer from decreased employability.
For non-citizens, those archives could jeopardize their work au-
thorization. According to A2, visa applications increasingly require
a sanitized digital identity, with immigration advocates advising
survivors to “close down their accounts or scrub it of everything.”

Yet the most commonly-reported barrier to economic recov-
ery was a lack of accessible, trauma-informed resources to help
survivors transition into an increasingly digitized economy. For
jobs that do not require using technology, survivors still need to
overcome obstacles during the job application process itself. For
example, to apply for jobs “you need to create an account, like Work-
day,” or at a minimum, provide a communication method so the
job can “contact them to make an offer” (A16). Survivors who fear
being found by a trafficker may be reluctant to create accounts or
provide a contact method—justifiably so, as job application sites
often sell and publish user data [104].

Moreover, many jobs require technical skillsets such as writing
emails or word processing. A16 described this requirement as a
major barrier, estimating that “more than half of our clients...don’t
know how to use Microsoft Word.” This was an issue for both U.S.-
and foreign-born survivors. For U.S.-born survivors, education and
workforce training could be disrupted either directly by the traffick-
ers, by trafficking-related incarceration, or by socioeconomic status
prior to the trafficking. S1, for example, was formerly incarcerated—
a regrettably common experience for survivors of trafficking4—and
took advantage of prison education programs that taught “how to
do Office, Word, Excel, PowerPoint and all that.” Foreign-born sur-
vivors faced additional challenges due to cultural differences, such
as differences in digital financial infrastructure. As a result, several
advocates pointed to gaps in available workforce literacy programs
that made them inaccessible to survivors.

Finally, when survivors do establish their own businesses, they
find that advice around how to use the Internet for economic oppor-
tunities is often insensitive to their lived experiences. S2, who owns
a business, was connected with a coach to help grow their business.
But when the coach suggested S2 run webinars or use technol-
ogy for “promotion, marketing, advertising,” S2 had to explain their
discomfort connecting with unvetted strangers on the Internet: “I
don’t want that. That terrifies me...that limits my opportunity to make
money, but I don’t think the coach gets it.”

6 IMAGINING TECHNOLOGY-RELATED
INTERVENTIONS

Throughout our interviews, participants offered thoughtful insights
on potential interventions that might aid survivors. We broadly
classify these interventions into support services, staffed by trained
individuals who interact directly with survivors, and structural
support, such as tools, laws, and policies that shift the status quo
in ways reflective of trafficking survivors’ experiences. We note
that a repeated theme voiced by participants was the desire for
intentionally overlapping techniques to address the same concerns,
granting survivors the autonomy to choose which option felt most
fitting and comfortable for them.

6.1 Direct Survivor Support
When considering the desirability of a third-party service that
specifically helps survivors navigate technology-related concerns,

4To illustrate the point, consider the Survivors of Trafficking Attaining Relief Together
(START) Act in New York State, which vacates criminal convictions for trafficking
survivors [91]—an act which is useful only because of the high rate of incrimination
among trafficking survivors.
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advocates were careful to consider the inherent drawbacks to refer-
ring clients to a new service. Advocates were especially conscious
of the logistical and emotional burden placed on survivors as they
were asked to navigate increasing numbers of services. Having
already worked to establish trust and rapport with a survivor, they
were aware that their clients “are going to be incredibly slow to trust
other people and share information with them” (SA1). Importantly,
A12 and A5 both pointed out that many survivors of sex trafficking
have strong (or even strict) preferences for working with female-
presenting support workers, which may create both logistic and
perceptual challenges to establishing rapport, given technology’s
reputation as a male-dominated field.

Moreover, advocates emphasized the potential burdens incurred
by those who offer services to trafficking survivors. When receiv-
ing services, trafficking survivors often share visceral details of
the abuse they have faced. As one advocate said in our interviews,
technologists who offer help should “be equipped internally, person-
ally, to probably see and hear some really hard things” (A13). Indeed,
although our research team has extensive experience hearing ac-
counts of interpersonal abuse, the very graphic descriptions of
exploitation we encountered in this study go beyond what we have
been exposed to working in other contexts.

Taking these challenges into account, advocates identified a need
and desire for two types of technology-focused support services.
First, advocates wanted access to a service that assists with de-
tecting location-tracking, securing communications, and evading
contact from traffickers. Even when advocates felt comfortable
helping their clients with these concerns on their own, they still
saw benefit in a service that might provide extra assurance, espe-
cially when survivors suspected that a trafficker had access to their
information but couldn’t prove it. However, advocates cautioned
that, in explicitly seeking to reduce traffickers’ control over sur-
vivors, such a service would be fundamentally adversarial in nature
and services would need to work on protecting the service from
infiltration by traffickers. As A6 explained, “What might end up
happening is, you’re going to help them with all these things. And
then they’re going to turn around and be able to tell their traffickers,
‘Hey, here are the things that we need to look out for now.’ And that
would be a concern.” Participants voiced potential ways such a ser-
vice might be protected, such as by being closed to the public, with
access restricted to vetted referrals from trusted services. At the
same time, restricting access to the service may exclude people who
need technology-focused service but don’t identify as trafficking
survivors, including survivors who do not see their situation as
exploitative [14] or consensual sex workers [77].

Second, advocates pointed to the need for services that pro-
vide survivors with options for trauma-informed, basic technology
literacy classes. Such services should be inclusive of trafficking
survivors’ experiences, but might benefit a broad audience who
have experienced trauma around technology without necessarily
requiring that people identify as a survivor of trafficking. Desired
topics included scam detection, including services to help youth
who “don’t have the discernment in their minds yet to know what’s
safe and what’s unsafe” (A1); how to protect and control personal
information from appearing online; and workforce training courses.

6.2 Structural Support: Tools, Laws, & Attitudes
However, support services can only offer survivors assistance to
the extent that existing tools and policies allow, and advocates and
survivors made ample suggestions for missing structural support.
Both advocates and survivors expressed frustration with systems
that were not even open to hearing survivors’ technology concerns,
regardless of whether they could be addressed; SA3 would hope
to be served by “somebody who maybe like, believes me. [laughs]
Because I feel like that comes up—like, ‘This isn’t a thing.’ And then you
just feel like an idiot.” Relatedly, sex trafficking survivors, especially
youth, desperately want “a tech service that was able to immediately
remove things and they could go to sleep at night” (A7). Yet this would
require policy changes on the part of technology platforms, either
through voluntary cooperation or through mandated removal laws.
In some cases, this would require major platforms to allow survivors
to recover accounts that were in the control of traffickers, or as in
SA1’s case, transparency and accountability mechanisms for images
retained by law enforcement. Sorely needed, this was also the most
ambitious request, likely requiring a collaborative advocacy push
by technologists, survivors, trafficking experts, and legal activists.

Repeatedly, advocates voiced a broad desire for resources that
could empower them to help survivors directly, without the friction
of referring to another service. This included tools like “a device
that would like let me be able to like see, OK, is there an AirTag in this
person’s car or in their stuff? I wish something like that existed” (A6).
A13 believed advocates would benefit “from a very foundational
kind of [technology safety] 101: Here are practical things that you
as an advocate can do in that room,” with A7 concurring “We need
to be educated specifically about the different kinds of things that
[advocates] can encounter, the different kinds of apps, the different
tactics that could be used.”

7 DISCUSSION
Findings from our interviews with 21 participants, including five
people with lived experience of trafficking, shed light on the roles
technology plays in human trafficking. We show that technology
is not only a vector for coercive control and a tether connecting
survivors to the trafficking experience, but also a valuable source
of support, information, and connection that supports survivors’
recovery. We now situate our findings within the broader literature
on technology-facilitated abuse by drawing comparisons between
the coercive control tactics present in human trafficking and similar
tactics used by abusers in other contexts, especially IPV and consen-
sual sex work. Then, informed by our results and these comparisons,
we discuss implications for the design of services, interventions,
and broader advocacy to support trafficking survivors.

7.1 Comparisons with Technology-Facilitated
Coercive Control in Other Contexts

At a high level, many of the types of technology-facilitated coer-
cive control we identified are similar to abuse tactics discussed in
research on digital violence in other contexts. Most closely, we see
broad overlaps with the types of attacks used by intimate abusers
as taxonomized by Freed et al. [47]. For example, we saw tactics
that fall within each of the four categories of attacks they defined:
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ownership-based access, account/device compromise, harmful mes-
sages or posts, and exposure of private information [47]. These
similarities are perhaps expected, given that human trafficking fre-
quently overlaps with IPV [14]. Location tracking, a particularly
salient concern in trafficking, has also been cited in several other
adversarial contexts, including IPV [29] but also parental monitor-
ing [52] and stalking [26]. Additionally, like traffickers, intimate
abusers [47] and perpetrators of romance scams or pig butchering
schemes [116] use social and emotional coercion tomanipulate their
victims into staying or providing access to devices and accounts.

While trafficking survivors face threats from traffickers, consen-
sual sex workers face some similar threats, but from different ad-
versaries. Sex workers, too, contend with rampant harassment [27,
68, 122], stalking [27, 56], and image-based sexual abuse [10, 27, 68,
122]. Digital footprints may harm sex workers when their image or
information is re-used in ways they did not agree to [10, 68, 122].
And like trafficking survivors, consensual sex workers have con-
cerns about losing access to platforms they rely on—although this
concern is due to systemic deplatforming [6, 16, 19, 83, 123, 128]
rather than a trafficker controlling or surveilling digital assets.

Our findings also highlight concerns about workplace surveil-
lance within labor trafficking, a topic that has been discussed in
non-trafficked work contexts. Prior work has examined surveillance
in the context of domestic workers [119] and truck drivers [78].
Similarly, there are clear tensions between the owners of poten-
tially surveilling devices and bystanders, especially when there is a
power dynamic between the two parties [79, 119, 124, 125] (e.g., an
employer-employee relationship).

More broadly, online harassment has been documented as a per-
vasive problem affecting not only IPV survivors and sex workers,
but also content creators [134], journalists [143], youth [61], and
many other internet users [133]. In particular, image-based sexual
abuse (using real or synthetic media [25, 141]) has become a grave
concern for women and others online [103]. Although some tools
such as TakeItDown exist to combat varied forms of harassment,
mitigations remain insufficient [134]. Our study provides yet an-
other indication that online harassment requires urgent attention.
Nuances that differentiate trafficking from other contexts. In
light of these similarities, it is important to consider what differenti-
ates technology-facilitated coercion in trafficking contexts. Notably,
we find evidence that overt surveillance is more common in traf-
ficking than in other contexts. Traffickers want survivors to be
able to move around to perform labor, while keeping them tethered
via surveillance. By contrast, in contexts like IPV, perpetrators are
often motivated by mistrust, suspicions of infidelity, or relational
dynamics of control that encourage covert surveillance [11, 138].
Less intimate adversaries such as stalkers also rely more on covert
surveillance to avoid detection [113].

Moreover, our findings suggest that traffickers are often fully
aware that what they are doing is illegal. Traffickers read human
trafficking statutes and act in ways that avoid incriminating them-
selves, often actively employing strategies that instead incrimi-
nate survivors. In addition, crowdsourced harassment is perhaps
uniquely prevalent in human trafficking due to its involvement of
criminal activity enacted by syndicates of traffickers. While orga-
nized group harassment happens in other contexts like internet

mobs [134], trafficking appears unique in that other trafficked per-
sons may also be recruited into harassing a survivor.

Technology-facilitated coercion in trafficking may also be dispro-
portionately severe, encompassing vulgar and ceaseless harassment,
image-based sexual abuse (with images sometimes depicting forced
or coerced sex acts), and ubiquitous, overt surveillance via both
technological and physical monitoring. Such extreme abuse has
lasting effects on survivors and their digital lives. Although the
means of technology-facilitated abuse may be similar to other con-
texts, the abuse itself has a different textural quality in the context
of trafficking, with heightened potential for vicarious trauma and
other harmful effects to support providers.
Caveats. Naturally, there are limitations to these comparisons.
As previously mentioned, human trafficking encompasses a wide
variety of very different types of exploitative labor relationships.
The concerns and needs of survivors can vary greatly depending
on their specific situation. In particular, labor trafficking is under-
sampled in our study; the dynamics, practices, and prevalence of
technology-facilitated coercion may be different for some forms of
labor trafficking, particularly where traffickers leverage survivors’
vulnerabilities related to employment and immigration. Youth traf-
ficking may also have different dynamics; for example, advocates
shared a greater emphasis on prevention and technology literacy
efforts for youth. Future work is needed to more deeply examine
the contextual nuances impacting young survivors of trafficking.

7.2 Implications for Service Design and
Technology Advocacy

One goal of our studywas to investigate the extent to which services
that have been created to help survivors of technology-facilitated
abuse in other contexts might be adapted to help trafficking sur-
vivors. In particular, as discussed in Section 2.4, technology abuse
clinics [32, 39, 57, 140] employ a model in which trained technolo-
gists meet with IPV survivors to offer personalized help navigating
technology abuse. The similarities in the coercive control tactics
seen in prior literature on IPV and in our study on human traffick-
ing are encouraging because they suggest that, with appropriate
care, existing technology abuse clinics may be effective channels
for serving survivors of technology-facilitated abuse in trafficking
contexts. Indeed, the general consensus among advocates we in-
terviewed was that a tech-clinic-like service could be immensely
useful to their clients. Such a service could fill an important need
voiced by advocates in our study, who often felt ill-equipped to
handle technology-related concerns themselves or who felt that
survivors may benefit from additional assurances.

That said, advocates in our study raised concerns that technol-
ogy abuse clinics would need to navigate carefully if they expand
their services to trafficking contexts. For example, although existing
technology services can help identify sources of surveillance, such
as scanning for malicious apps or investigating account security
settings for indications of compromise [57, 140], they cannot cur-
rently address issues like blackmail related to image-based sexual
abuse, a salient and highly emotional concern for trafficking sur-
vivors. To avoid adding to survivors’ trauma by having them re-live
harmful experiences when seeking help, only be to disappointed, it
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will be extremely important that trauma-informed services clearly
advertise and communicate their limitations [105].

As in other contexts, a deep understanding of the dynamics
specific to trafficking will also be necessary to prevent causing un-
intentional harm. For example, as mentioned, trafficking survivors
might not feel safe receiving services from a male-presenting sup-
port worker; thus, service providers should be transparent about
who will be providing services and, if possible, attempt to match
survivors to a female-presenting support worker if they prefer. Ad-
ditionally, technologists should be cognizant that traffickers know
their activities are illegal and may seek to incriminate survivors in-
stead of themselves. Because law enforcement often seeks expertise
from technologists for tasks like documenting evidence of abuse, it
will be extremely important for technologists to understand this
dynamic to avoid harming the very survivors they aim to help.

Finally, service providers must be aware that the spectrum of
labor conditions in the sex industry is continuous, ranging from sex
trafficking to consensual sex work. This includes recognizing that
some survivor support organizations may be hostile to consensual
sex work and carefully navigating interactions with those organi-
zations (e.g., by not accepting referrals from such organizations, or
by appropriately handling them). Moreover, tech abuse support ser-
vices should be designed to accommodate consensual sex workers
who seek services from anti-trafficking organizations [49, 77] and
who may face different threats compared to trafficking survivors.
Call for advocacy from technologists. Although our results
show promise for technology abuse clinics in the context of human
trafficking, services alone are insufficient to address trafficking sur-
vivors’ digital safety concerns. Technologists have a role to play in
combating technology-facilitated coercive control in human traf-
ficking by contributing to broader technology advocacy efforts.
Participants in our study repeatedly called for help removing un-
wanted content, including IBSA, from online spaces. Technologists
should join advocacy efforts for laws, policies, and platform changes
that can help survivors remove information, harassing content, and
IBSA. Because human trafficking is a crime that is not protected
by First Amendment speech, there is an opportunity for partner-
ships between platforms where content is disseminated and human
trafficking service providers to facilitate mandatory takedowns.
Moreover, because online harassment is widespread [113, 133], this
type of advocacy would be useful to survivors of many kinds of
online abuse.

In addition, our findings suggest that data brokerage and the
sale of information online makes everyone more vulnerable to at-
tacks and abuse, especially youth. We heard how traffickers use
personal information found online to concretize their threats to
hurt a survivor’s friends or family as a means of coercion. Thus,
tighter restrictions on the sale of personal information could have a
preventative effect for multiple types of online abuse and exploita-
tion [85, 110].

8 CONCLUSION
Our qualitative study sheds light on the technology-facilitated coer-
cive control faced by survivors of human trafficking, how survivors
use technology as a means of resistance and help-seeking during

the trafficking experience, and how technology is a tool for longer-
term recovery as survivors work to attain lasting digital safety and
security. We show important similarities in the coercive tactics
employed in trafficking contexts and other interpersonal abuse set-
tings, suggesting that existing services for helping survivors with
technology abuse may be expanded to accommodate the needs of
trafficking survivors—although doing so safely will require care nav-
igating the unique nuances of trafficking contexts. We acknowledge
that our small scale study is geographically limited to only a few
U.S. states and does not comprehensively represent the many types
of exploitative labor under the umbrella of trafficking. Neverthe-
less, our work provides important steps towards helping trafficking
survivors combat technology-facilitated coercive control and attain
digital safety and autonomy.
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A INTERVIEW PROCEDURES FOR
ADVOCATES

Section 0: Introductory

• What is your current role? Briefly, what does that entail?
– Do you serve survivors of sex trafficking, labor trafficking,
or both?

– Do you provide services to anyone other than trafficking
survivors?

– When do you intervene: mid-trafficking situation, crisis
management, or sustaining progress?

• How long have you been working with survivors of traffick-
ing?

Section 1: Tech Abuse in Trafficking

• In your experience, how often do trafficking cases involve
technology?
– To clarify: By “technology” we mean digital technologies
like phones, online accounts, location-sharing services or
devices, etc.

• How, if at all, do traffickers use technology to control and
abuse survivors?
– Do they monitor survivors’ communications or technol-
ogy use?

– Do they surveil what survivors do offline, for example
with GPS trackers?

– Do they own or control survivors’ devices and accounts?
– Do they restrict access to devices or accounts?
– Do they threaten to post non-consensual intimate im-
agery?

– Do they impersonate or defraud survivors online?
• How, if at all, do traffickers use technology to recruit sur-
vivors?

• How, if at all, does technology facilitate forced labor?
– For example, do traffickers advertise online, or are sur-
vivors forced to do online labor (like digital sex work)?

• How, if at all, does technology impact survivors’ attempts to
exit trafficking?

• How, if at all, do these experiences affect survivors’ long-
term relationship with technology?

• How, if at all, does the role of technology differ between sex
and labor trafficking?
– Are there certain types of trafficking where technology
abuse is more common (for example, domestic labor)?

• Have you seen cases where trafficking overlapped with inti-
mate partner or family violence?
– What was the role of technology in that situation?

Section 2: Interventions for Tech Abuse in Trafficking

• How do you assess survivors’ technology-related concerns?
Is there a standard screening procedure?
– (If yes) Can we see a copy of these procedures?

• What are survivors’ primary concerns about technology?
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• When survivors raise concerns about technology, what train-
ings, resources, or services do you turn to? Are there stan-
dard practices in place?
– Do you offer services over Zoom or video calls? How is
that impacted?

• What do survivors do to mitigate their technology concerns?
• Is there a risk that addressing technological concerns could
escalate traffickers’ control and abuse? In what way?

• What role, if any, does technology play in combating traf-
ficking?

• What technology-related training materials or resources
would you like to have access to?

• Which would you prefer: to help clients with their technol-
ogy concerns yourself (with training and help from these re-
sources), OR to refer clients to a separate technology-focused
service? Why?

• Who would be best suited to provide technology-focused
support: advocates, technologists trained in trafficking, men-
tal health professionals trained in technology, or someone
else? Why?

• What concerns would you have about directing survivors to
a trained technologist to address these concerns?
– How much information would need to be shared? Would
that be an issue?

• What do you want to tell tech companies [government agen-
cies, etc.] about their role in human trafficking?

Section 3: Feedback (early interviews only)
• We are still working to refine our interview procedures.What
feedback do you have for this interview? Is there anything
we should update?

• Our goal with this study is to design technology-focused
services for trafficking survivors. Toward this goal, would it
be beneficial for us to engage directly with survivors?
– (If yes) What method should we use to engage with sur-
vivors? For example, focus groups/support groups, individ-
ual interviews, online surveys? Could you help us recruit
survivors for this study?

– (If no) Why not? Are there other people you think we
should engage with instead?

• Who else should we talk to about this study? Can you con-
nect us?

B INTERVIEW PROCEDURES FOR
SURVIVORS

Section 0: Background Framework for mutual learning about
language: We’ve done a lot of research and spoken to advocates
before this, but if you have any feedback on the words, phrasing,
or language I use during the interview, please feel free to point it
out at any time. It’s okay to interrupt me if you’d like.

• (Interviewer: Introduce myself, where I’m from, a little about
me.)

• Would you like to tell me a bit about yourself? For example,
where are you from?

• How would you describe your tech abilities? Do you have a
technical background?

– To clarify: By “technology” we mean digital technologies
like phones, online accounts, location-sharing services or
devices, etc.

• Why did you sign up for this study?
• Tell me a little bit about your experience [with trafficking].
– Type of trafficking
– Relationship with the perpetrator
– Perpetrator’s comfort with technology
– Their current situation

Section 1: Experiences of Tech Abuse in Trafficking

• In what ways, if any, was technology involved in your expe-
rience?

• Was technology ever used to harass, threaten, or monitor
you as part of the trafficking?
– Were your communications or technology use monitored?
– Were you surveilled offline, for example with GPS track-
ers?

– Were your devices and accounts owned or controlled by
someone else?

– Was your access restricted to your devices or accounts?
– Did anyone threaten to post your personal information
such as intimate images?

– Were you impersonated or defrauded online?
• Were you originally reached out to or recruited through
technology? In what way?

• Were you ever made to do digital labor? For example, doing
video calls?

• Were there ever ads posted about you online, by you or
others, during the trafficking?

Section 2: Safety Planning & Mitigations

• When thinking about how to keep yourself safe, either when
making your own plans or when talking with a support
worker, what were your biggest priorities?
– Did technology help or hinder your efforts to address these
priorities? In what ways?

• Was technology included in your thinking about how to keep
yourself safe? Why or why not?
– (If yes) What were some of the considerations and risks
when thinking about taking steps to safeguard your tech?

– (If yes) Was there anything that made your tech feel safer
during this time?

• In what ways is your situation now still impacted by these
technology concerns? Do you still face challenges as a result?

• (If distanced) How did you end up leaving the situation?
– In what ways was technology helpful or harmful during
this time?

Section 3: Brainstorming Services

• Which people or organizations have you reached out to for
support, if any?
– Did they ask about your technology concerns?
– What support did they give you for your technology con-
cerns, if any?

• What services or resources would have been helpful to ad-
dressing your technology concerns?
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– Where would it have been most feasible for you to get this
kind of support?

– Would you have liked to get this help from people you
already reached out to, or to have a new place to go specif-
ically for tech concerns?

– Whowould you have preferred to get help from? For exam-
ple, a tech expert, a customer support person, or a familiar
caseworker?

• Looking back on this experience, is there any advice you
would give people who are facing similar technology con-
cerns? What worked or didn’t work for you?

Section 4: Perception of Technology

• Nowadays, how do you use technology in your daily life?
• Do you think the trafficking experience changed how you
interact with technology? Why [not]?

• What would you want to tell tech companies [+ any other
entities that came up] about their role in human trafficking?

• Do you have any questions for me? Do you have any com-
ments on the interview procedure?

C CODEBOOKS
The codebooks generated during analysis are shown in Table 4 and
Table 5.
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Table 4: Technology Codebook – The first half of our codebook: codes related to technology’s role in human trafficking.

Code #

Tech abuse 207
↩→ Monitoring & surveillance 43
↩→ Location tracking 42
↩→ Blackmail & extortion 32
↩→ Physical access 31
↩→ Harassment & unwanted contact 25
↩→ Social, romantic, & intimate relationships 25
↩→ Proxy attacks/crowdsourcing 12
↩→ Tampering & evidence deletion 12
↩→ Immigration, citizenship, & cultural differences 11
↩→ Sophisticated attacks 10
↩→ Financial harm 6
Impacts 168
↩→ Interferences with daily functioning 59
↩→ Reachability to trafficker 43
↩→ Hypervigilance & paranoia 29
↩→ Loss of digital autonomy 29
↩→ Institutional betrayal & grief 21
↩→ Economic mobility 18
↩→ Support service interruptions 14
↩→ Tech avoidance 12
Differences between types of trafficking 72
Facilitation using technology 67
Recruitment using technology 55
Prevalence of tech concerns 28

Table 5: Interventions Codebook – The second half of our codebook: codes related to interventions and mitigations.

Code #

Mitigations 253
↩→ Trauma-informed security & privacy 72
↩→ Support worker strategies 67
↩→ Trauma-informed basic tech literacy 44
↩→ Proof, evidence, & forensics 40
↩→ Individual survivor actions 36
↩→ Accessibility of services 33
↩→ Rebuilding digital autonomy 27
↩→ Establishing safe communication 24
↩→ Collective survivor actions 4
Design considerations 151
↩→ Sensitivity to context 55
↩→ Rapport & comfort 32
↩→ Trusted expert 31
↩→ Autonomy & choice 29
↩→ Handoff & coordination 27
↩→ Staff overwhelmed 12
Desired resources 60
Assessing tech concerns 50
Tech as a positive 47
Survivors’ priorities 38
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