Tyler Ayrton Stank (CS435: Assignment 2 September 22, 2015

1. The minimum block length is 2.

2. To decrypt this text we need the inverse of the encryption matrix,

-1
9 2 3 24
[13 3] = {13 9] (mod 26)
Now we can left multiply our ciphertext (converted into column vectors) by the
decryption matrix, to obtain plaintext vectors.

)= B = )] = [
I| = [8]'|Z] ~ [25] [A] |0
:133 294: " :284: _ :240: (mod 26)
:133 294: % :255: = :147: (mod 26)
:133 294: " :102: _ :100: (mod 26)

So our plaintext message is encoded as {4, 20, 17, 4, 10, 0} which corresponds to
EUREKA.

3. (a) To easily do the frequency count we can sort the letters alphabetically -
MCIFGSQFSHWGGOTSKWHVASPSQOIGSHVSFSWGOQVOBQSWKOGBCHZWGHSBWBU
ABBBBCCFFFGGGGGGGHHHHHI TKKMOOOO0OPQQQRASSSSSSSSSSTUVVVWWWWWWZ
From here we can see the frequency count is as follows:

A1
B 4
C 2
F 3
G 7
H 5
I 2
K 2
M1
O 5
P 1
Q 4
S 10
T 1
U 1
A
W 6
7 1
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Assuming that S, the most common letter in ciphertext, maps to E, the most
common letter in English plaintext, we can unshift the cipher 12 spaces to
obtain the plaintext:
YOURSECRETISSAFEWITHMEBECAUSETHEREISACHANCEIWASNOTLISTENING

or “Your secret is safe with me because there is a chance I was not listening.”



